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L Pru\Au_ on Cmrte, Qa. cm.'omisu‘m PoSsiLQn. filter | U U )
i .i:lz,.'} :
: : forwarded and accepted packets (routed packets) J
Arc\'u i : SUWZI\-! R‘Nje’\ Commandes de base Description
T . -]. -t table Si la table n’est pas spécifiée, alors la table par défaut est filter.
Tatonet on Aa'lum.(\n. W pnwu‘w. — - e T
) ) (| -j cible Exécute I’action définie par cible. ACCEPT/DROP/REJECT ou: tomabten
w\-\l eunr e,'\ an ?tHN- ! Append. Ajoute la régle a la fin de la chaine indiquée.
VI‘L T@TSM.\S P\Wj% 1 chaine index Insert. Ajoute la régle a la place indiquée par index.
4 ] Les indices commencent a un.
TR I rogespraseseseseeees o | . - . Elim: : ~ chaine indiqude.
e g 1\ 1\ ']\ Tod ~> L )(E m«d‘e, Lf PNSSL D chaine index l[:)Ielete EEﬁ{mnne une Ireg]c? de hdchldme |Ild|queeb] —
: netwa R ‘< na Modsl: _F [chat ush. Efface toutes les regles de la chaine et table sélectionnee. 51
I ] o s v Flchaine] chaine n’est pas précisé ca efface toutes les chaines de la table.
- = =1: Fiem L [-v] List. Liste les régles de toutes les chaines de la table demandée (avec
- g g I plus de détail si -v est précisé).
: @ @ -s adresse-1p|/masque]| Adresse source du paquet. Peut étre une plage si masque est précisé.

- Adresse destination du paquet. Peut étre une plage si masque est pré-
-d adresse-ip|[/masque] o paq plag asq p

Arc\\.i 1 ga_c\‘\ar\ / ReQai = - ——
-1 interface Interface d’entrée du paquet.
E In‘l’uw.\' ? Ni s N ?Qa.m. Cka_ P(bxj -0 interface Interface de sortie du paquet.

e”dM‘l)SC&M& PNA (_\\qc\“g - P (po&c@ —m sbabe --stafe  NEW, ESTABLT(HED,RELATED

i Protocoles Description
—_ \
Fiﬂ.w-“ =10 ‘& \\\ame.c\ A os\' -p protocole Protocole du paquet : icmp, udp, tcp, etc.
e;-m(j\ p tep (ou udp) —sport ports Ports source. Valeur unique ou plage au format portdede-

Tnl part :portdefin.
netwolR e, oo (o0 udm doort ports_Ports destination. Valeur unique ou plage au format portdede-
PP pJ —=Cport port part :portdefin.

= = - Flag SYN. Comme pour beaucoup d’autres options on peut 1'in-

: -p tcp --syn . » > s 2
@g @g : PP —S) verser. “! --syn” c’est tout paquet avec le flag SYN a zéro.

--icmp-type type Type ICMP. Généralement echo-request ou echo-reply.




